Security
Cyberspace
NsCl Institute

Volume 2, Edition 14

nal CyberPrO July 16, 2009

Keeping Cyber space Professionals Informed

Officers

President
Larry K. McKee, Jr.

Chief Operations Officer
Jim Ed Crouch

CyberPro Editem-Chief
Lindsay Trimble

CyberPro Research Analy;

Kathryn Stephens

CyberPro Archive

The articles and information appearing herein are intended for
educational purposes to promote discussion in the public interesttand
keep subscribers who are involvadthe development of Cybeelated
concepts and initiatives informed on items of common interekite
newsletter and the information contained therein are not intended to
provide a competitive advantage for any commercial firkmy misuseor
unauthorizd use of the newsletter and its contents will result in remov,
from the distribution list and/or possible administrative, civil, and/or
criminal action.

The views, opinions, and/or findings and recommendations contained
this summary are those of theeuthors and should not be construed as &
official position, policy, or decision of the United States Government, |
Department of Defense, ddational Security Cyberspace Institute

To subscribe or unbscribe to this newsletter click hefeyberPro News Subscription

Please contadtindsay Trimbleegarding CyberPro sulrgation, sponsorship, and/or advertisement.

All rights reserved. CyberPro may not be published, broadcast,
rewritten or redistributed without prior NSCI consent.

110 Royal Aberdeen, Smithfield, VA 23430, ph. (757) 8713578

CyberPro National Security Cyberspace Institute Page | 1



mailto:larry.mckee@nsci-va.org?subject=CyberPro%20Newsletter
mailto:jimed.crouch@nsci-va.org?subject=CyberPro%20Newsletter
mailto:lindsay.trimble@nsci-va.org?subject=CyberPro%20Newsletter
mailto:kathryn.stephens@nsci-va.org?subject=CyberPro%20Newsletter
http://www.nsci-va.org/CyberProNewsletter.htm
http://www.nsci-va.org/
mailto:cyberpro@nsci-va.org?subject=Cyber%20Pro%20News%20Subscription
mailto:lindsay.trimble@nsci-va.org

lume 2, Edit
i CyberPro O iy 16, 2000

— s _ _
Nscl Institute Keeping Cyber space Professionals Informed
TABLE OF CONTENTS
THiS WEEK IMCYDEIPIO. ... e e e e e e e e e e e e e e e e e e e e emseasnnane 5
The Prudent CIO and the PandemiC.............oooi i 6
Hacker Halted Hosts Impressive Speaker EUR............oooiiiiiiiiiiiiiiie 11
EAUCALION & TIAINING ...ttt et e e et e ane e e e e e e 13
Cyberspace Big PICIUIE............ooiiiiiiiiiiiieee ettt ne s 14
Information Age Changes WOorld DIPIOMACY ..........oioiiiiiiiiiiiiee ittt 14
Attack the Cyberwalls! : The Internet is the Pathway to Democracy in Places like Iran ............c........... 14
3 Reasons Why U.S. CybersecCurity SUCKS ......cccooiiiiiiii e 14
Cyberspace U.S. GOVEIMMENT........oooiiiiiiiiii e e e e e e e eeeees 15
Govdt Official: Webre Seri o.us.. .About..Cyher.s.eculsi
GAO Urges Improvements t0 FISIMA ... ..o ittt e e e e e e 15
Obamads Cyber Pl an Ra..s.es..Pri.va.c.y..Hackl.es......15
U.S. Cyber Leadership DEDALE............oooiiiiiiiiii e 16
Cybersecurity BOONAOGQIE 2. .. ..o ——————— 16
Obama Must Move on Cybersecurity COOTTINALON ...........uuiiiiiiiiieiiiiie et 16
Cyberspace Department of Defense (DOD).........ccoovvviiiiiii i 17
(03 o 1] g I 1 == TSROSO 17
THE NEW COMMIENG .....eiiiiiiiie ittt st e s b e e s e e e e e et e e e s e e e e e nrneeeeeres 17
CYbEr Can Kill SAMS ... ———— 17
U.S. Takes AIM at CYDEIWAITAIE ......coiiiiiiii ettt e et e e ettt e e s bb e e e s bbeeeeaa 17
U.S. Navy Reorganizes Staff to FOCUS ON CYDEN .........uuuiiiiiiiiiiiiiiiiiiieiiieieiiieieinieieeesaesesenreenreeeennnnnnnnnee 17
Interview with Army Program Executive Officer Gary WINKIer ..........ccccccccvvvvviiiiiiivvveee 18
Training Evolves to SUPPOrt Cyber MISSION..........iii i 18
Cyberspaceg Department of Homeland Security (DHS).........ccooovviiiiiiiiiciee e, 19
Questions Dog DHS Plans to Upgrade Advanced Cybersecurity SYStem .........cccooveveiiiieeeiiiieeennnnenn. 19
Coincidence, Thy Name iS EINSTEIN ..........uuiiiiiiiii ittt e et e e e e e e s bbb e eeeaeeeaaes 19
Cybersecurity Plan to INVOIVE NSA, TEIECOMS ........uuiiiiiiiiiiitieie et ee e e 19
Troubles Plague Cyberspy DEFENSE .......couuiiiiiiiie ettt 19
U.S. Government Internet Traffic to be Screened: REPOIT ..........ocuiiiiiiiiiiiiii e 20
U.S. Wants Privacy in New Cyber SECUILY SYSEM ......oiiuiiiiiiiiae it 20

110 Royal Aberdeen, Smithfield, VA 23430, ph. (757) 8713578

CyberPro National Security Cyberspace Institute Page | 2




lume 2, Editi
i CyberPro O iy 16, 2000

< Security
Cyberspace
Nscl Institute Keeping Cyber space Professionals Informed
Cyberspace INterNatioNal.............uiiiiiiiiieir e e e e e e e e e ae e e eeaas 21
Battle Lines Set for EUro ICANN SNOWAOWIN ........cuiiiiiiiiiiiiiiie et e e e s 21
Russia: Hackers Target RElIJIOUS SITES ......cciiiuuiiiiiiie e e e s re e e e e s e st e e e e e s s s nannaaee e e e e e s e annneees 21
| srael 6s Chosen WeMemonStickefa.i.n.s.t.....L.r.a.D. .., 21
Wi || | srael Nuke Il.r.ands..Nuk.es..\Vi.r.t.ual.l.y.2. ...........21
New U.K. Strategy Called Overdue, WEICOME .........ccoiiiiiiiiiiiie ettt 21
Finland Should Joi n NAop GdysDe@nsdMinisteD.e.f..e.n.s.e...C.0......22
L[0T T NN (o 1o U 11 1=To o] T €T (=T =T o I - o o 23
Green Dam Protesters Wait f.our....Chi.na.ds..Ot.her..SBoe
China Delays INternet Filter PIAN ..........oouiiiiiiii et 23
Cyberspace RESEAICH..... ..o 24
ActiveX Office Vulnerability Could Give Attacker CONLIOL............uuvuiiriiiiiiiirieiiieeiieeeiririnierneenre.. 24
Newest |IE Bug Could be Next Conficker, Says RESEarChEr ...........cccoviiiiiiiiiiiiiii e 24
Chinese Security Company Shares Huge Malware Database ...........cccuvveeiiieeiiiiiiiiiieiee e ecieeee e 24
CyberspacaHacks and AMACKS...........oooiiiiiiiiiiiii e 25
Ités Time to Take B.ot..l.nf.ec.t.i.o.ns..Se.r.i.o.us.l.y......25
Online Attack Hits U.S. Government Web SIteS..........cooi i 25
Cyberattacks Could have been MiItIgated.............oouiiiiiiiiiiii e 25
Ongoing DDoS Knocks FTC.gov Offline, HitsS Others .........ccoiiiiiiiiiiii e 25
Cyber Attacks Increasing, EffeCtS MINOI........ccoooo oo 26
ONoi syd Cyberattacks. .. . Hawve..Li.t.t.l.e..Ef.f.ect . ... 26
Cyber Attack Hit South Korean Webh SItES .........oii i 26
A Tough Road in Cracking Cyber AtLACKS ..........uuii i 26
Probe Into Cyberattacks Stretches Around the GIODE .............uuuiiiiiiiiiiiiiiiii s 27
Cyber Attack in South Korea Set to Resume, says AhnLab ............cccooee i, 27
Korea DDoS Virus Mission Shifts to Destroying, Erasing Data............cccceeiiieiiiiiieee i 27
Spy Agency Pinpoints NK Cyber Warfare Unit as Masterminding DD0S Attacks........cccccooecvvveeveeennnns 27
Pyongyan g-rorigBiyHESEHDIME ... 27
No Sign of N. Korean Backing in Bot Attacks on U.S. Sites, says Researcher ............ccccooceeiiiiiiiinnnn 28
U.K. Blamed for DDOS ALtACKS ON U.S. .....ocoiiiiiiiiiieie et sre e e e s st e e e e e e s e e nnsnaneeeeaeesennnnnees 29
The Cyber-Attack that WaSNO . L......couuiiiiiii ettt s e e e e e 29
Twitter Suspends Accounts of Users with Infected COMPULETS........cooooiiiiiiiiiiiiiiiiiee e 29
Sober Worm Returns and Uses Social Engineering TEChNIQUES ..........occuviiiiiiiiiiiiiiiiice e, 29
Waledac Botnet Makes COMEDACK .......cciieiiiiiiiiiiiiie e iesiiiie et e e s et re e e e e e s e ee e e e e e s s snnbreeeeeeeesensnneees 30

110 Royal Aberdeen, Smithfield, VA 23430, ph. (757) 8713578

CyberPro National Security Cyberspace Institute Page | 3




CyberPro YO i 16, 2009

Z::lg'lst;ace . .
Nscl Institute Keeping Cyber space Professionals Informed
Hackers Exploit Second DirectShow Zero-day Using Thousands of Hijacked Sites ............cccccoviieene 30
HACKETS CracCk COIARUSION ......ceiiiiiiie ittt et e e st e e e st e e e e e st e e e e s abbreeeebreeeeaa 30
Swatting Phreaker Swatted, Heading t0 Jall ............ouvviieeiiiiiiccc e e e 30
Web Filtering Company Reports Cyber Attack t0 FBI ...........coooiiiiiiiiiii e 30
Cyberspace Tactics and DefenSe...........ouvuueiiii i 31
Twitter Risks, Facebook Threats Trouble SECUTity Pros ..o 31
Lockheed Matrtin is Getting Social T with a Private NetWOrK ...............uuueiiiiimiiimiiiiiiiiiiiei. 31
Lessons From the Data Breach at Heartland ... 31
CYDEISPACE LEGAL. ... .cccciieeeec e ———————————— 32
Cybersecurity: Senate Bill Would Make International Cooperation @ Priority ..........cccccoveveeeiniieeeinnnen. 32
New Information Sharing Task Force Nets Arrest of 2 U.K. Cybergangs .........cccccvvvvvmivrvinininrennnnnnnnnn. 32
FBI Trying Ways to Stem CYDErcrime TIOE ........uuuuuuuuuieieiiieieiuieiuinieiniereiereiernrernrernrre———————————.- 32
Superhacker Max Butler Pleads GUIILY ..........ocuuiiiiiiiiiiiieie et 33
CyberspaceRelated CONfEIENCES........ccoiiiiiiie e 34
CyberspaceRelated TraiNiNg COUISES......uuuuiiiieeeieieiiiiireeeiae e e e e e e eeaaaaa e e e e emannaeeeeaaaenns 34
Cyber Business Development OpportuNtieS.........oooeiiiiiiiieii e 37
Employment Opportunities With NSCL..........coooii e 38
CyberPro Content/DiStribDULION...........oooiiiiii e 38

110 Royal Aberdeen, Smithfield, VA 23430, ph. (757) 8713578

CyberPro National Security Cyberspace Institute Page | 4




Volume 2, Edition 14

,w&ﬁg.;u | CyberPrO July 16, 2009
i

Nscl Institute Keeping Cyber space Professionals Informed

THIS WEEKIN CYBER PRO

BYLINDSAY TRIMBINATIONAL SECURCVBERSPACE INSTITINTE

Recentcyber attacks on U.S. and South Korgamernmentwebsites have grabbed the attention of the
news mediaand publidn the last two weeks, ith blame for the attacks shifting among multiple

nations. North Korea was the initial suspguage27) and other analystpointed to South Korea as

planning the attackpage29). More recent reports(page29) identified a master commanénd-control

server in Englandut the owner of that server said the master is locate®liami, Fla (page 27. The
distributed denial of service attack affected U.S. websites for the Department of Transportation, Federal
Trade Commission, th&/ashington Postthe New York Stock Exchange, the Department of Defense, the
White House, the Department of State, the SecrewiBerand the Department of Homeland Security
(page25). South Korean websites affected include the Shinhan Bank, the Korea Exchange Bank and the
{2dzi K Y2NBIy LINH&B). RE Nichadel Mullem, dhaiinén ofithe Joint Chiefs of Staff,
sadthati KS | Gil O01a oAttt KIJEASHYI ERNADERS SORYRYYNDA MJ
(page 26. Ourcoverage of theyber atcknews reports begision page25.

The decision to use National Security Agency technology to monitor Internet traffic to government
systems a program called Einsteingghas raised debate over Internet privacyttie United States. In
May, President Barack Obama said that this new initiative would not compromise online ppagey (
15). Although the program will use NSA technology, the Department of Homeland Security will have
control. Officials have stressed that the Einstein 3 program will be used for monitoring and prevention
not reading personal-eails page 20.

Ly dzLJO2YAYy 3 AYF2NXIGAZ2Y &S 0OdzNR ledkerOhoe 116 Aifit Yabed, K|
chaiman and CEO of Netwitness aiodmer director for the USCERT, will give the keynote speech at
Hacker Halted USA 2009. The conference will be Sept. 20 to 25 in Miami, Fla.

Our featre article this weekpage §RA 4 OdziaSa GKS |1 mbm a{éAyS Cf dz
organizations can prepare fora®Y SNHSYy O0S Ay GKS FfdzQa SFFSOiGaod
take as well as ways for and&partment to prepareequipment for an increase in telecommutiniyfter

reading it, decide ifourorganization is prepared fdahe effectsofi KA a &SI NR& Ffdz aSI §2

R >

<,
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THE PRUDENT CIO AND THE PANDEMIC

BYDR. JAMES KASPRAWKTIONAL DEFENSEVIERE'Y
& DR. MARY ANNE NXQVESTERN CAROLWUMNAVERSITY

What steps should a prudent IT
manager take to meet the present
threat of a swine flu pandemic?

It is difficult to assess the risks of a
pandemic by traditional risk
assessment methodologies, ifily
because newhemerging viruses have
GadNy §S3ASae 27F
change unpredictably to adapt to new| /
environments and meet new <&
conditions. Because pandemic risks ajg
SO uncertain, a manager may hesitate
to waste time and money preparing
for suchthreats, especially when other
needs are so certain and so pressing.
And then there is the risk to the
YFEyF3ISNDa NB Lzl
GAYSa OFry KS 2N a
maintain credibility for the time when
a real wolf shows up. Finally, there is
the unusual nature of the pandemic
threat and the measures to be taken
F3rAyad Ade 2SS Ol
disease by the usual continuity of
operations measures: crowding peopl
into bunkers, backing up files
designating alternate sites.

lllustration by Kenny Callicuttyww.callicuttart.com

Managers arrently have a window
of opportunity in which to prepare

for the effects of the latest viral threagi KS | mbwm a{ 6AYyS Cfdz GANHzZ P LY

disappear in warm weather and-emerge in the late fall through winter months. When they return,
they haveoften mutated and sometimes reappear in a more virulent and dangerous form.
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returned months later in a second wave, killing more tB&rmilion people worladvide. The current

strain of Swine Flu worries health authorities because it is pieced together from portions of several

other viruses found in pigs, birds and humans, and is highly unpredictable. Even more disturbing, it

shows one of the idtinctive characteristics of its deadly cousin, the Spanish Flu: it affects those with

very healthy immune systems worse than children or elderly victims. The Centers for Disease Control
(CDGreports that the average age of HIN1 patients is 12 yeardotdhose patients who are affected

So severely as to require hospitalization are on average 20 years of age.

Are there any lowkey, lowcost preparations which a CIO or IT manager can take to prepare for such an
uncertain, but peentially catastrophicthreat?To begin with, pandemics have precursors that warn of

0KS 2y O02YAy3a RIEYISNW ! @GANHzZA R2SayQd (NI @St GK 7
infect small numbers of people weeks or months ahead of the large mass of the populati

observant manager will therefore have time to implement aiseéng pandemic response plan.

Swine Flihas spread rapidly, but the infection itself has a relatively low mortality rate, cambpsto
our annual mfluenza epidemics. If the mortalitate from this unpredictable virus increases in the fall
and early winter, this would be a serious indicator of danger to come.

Pandemics affect peoplaside and outside the organizatioiiey individualg from the head of the
organization, down thragh the manager of network operatiorts, the guard at the front desg maybe
unpredictably absent for long or intermittent periods. When a family is hit by an infectious disease, one
member after another may be affected in a series of illnesses. Ifitkaess requires quarantine or

home confinement, an employee might be absent for weeks.

In addition, local governments have considerable power over employee availability, and the effects of
the pandemic will not be geogragfally uniform at any one timé&Vhile one nation may ground all

airline traffic within its territory, another mayave no limitations on commerc®hile a major city may

be open for business, all schools in the suburbs could be closed. In some jurisdictions, nursery and elder
care may b unavailable, or mass transportation systems may be shut down. Local health officials
generally have the authority to forbicatherings in churches, theaters and busines&s®n stores and
restaurants could be closed.

The CIO and his ber IT persnnel have some special responsibilities during a pandemic. Health

authorities call for social distancing as one of the key pubfipaonses to a serious pandenfsncial

distancing calls for fighting contagion by limiting physical contacts between peistms minimum

essential interactions. For example, gatherings such as meetings and conferences would be avoided.

Most scenarios for social distancing are heavily dependent upon IT technology in all of its forms:

computers, telephones, teleconferencingdamternet communications. During a pandemic, an

2NHIF yATFGA2yQa L¢ LISNE2YYSt YR AYFNI &iNHzOG dzNB QY I
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By all accounts, threats of a serious Swine Flu pandemic are four to six months out. What should a
prudent CIO be doing now?

Dust off the Plans

The pandemic plan provides for an orderly continuatibrrganizational functions iemergency
conditions of contagion. Who declares that an emergency exists for the organization and when it is
over? For pandemics, these determinatianay not be easy or simple. Which countermeasures should
be taken at different stages? Areyoperations to be suspendedme emergency data in the plg
contact information, names ansuppliersg should be updated now, and kept up date over the next
few months.How will the organization put out news td aiembers of the organization®ill there be a
special website, use @ftelephone notification systemr mass anailings?

At this stage, someone in the organization must be designated to monitadgmaic information and
preparations. This includes checking the websites for the World Health Organization and the Centers for
Disease Control. Find out if local health and civic authorities have websites or other standard channels
to distribute informatian in an emergencyGet key phone numbers. Until there are further

developments, monitoring efforts will require only a few hours each week for one person.

Policies

Emergency policies should be developed now for quick implementation as required. Thizatigan
should consider how best to suppainployees and their familiesVill the organization continue to pay
an employee who has no sick leave? If not, employees will be tempted to conceal their illnesses and
come in to work because they need the mon8ick employees should be discouraged from coming to
the central worksite; by health screening at the door, if necessary. At some point, management may
prohibit nonessential meetings, discontinue gmtraininganddiscourage travel by airline¥he

Internet contains dozens of websites listing policies to be considered and emplaced for pandemic
emergencies, including ficies on absenteeism, overtinad hazardous duty pay. The CDC, for
SEIFYLX S KIFI&a LRaGSR || 4. dAaAyS&aal &l yRSYAO Ly Tt dzfJyl
www.pandemicflu.gov/plan/businesschecklist.html

Succession

Key individuals and their potential successors must be named. In the Information Technology
Department,successors shddibe two, threeor more people deep. Succession plans should not only
include the IT manager, but all individuals whose absence would seriously disrupt the business
operations of the greateorganization.This includes the man with the keys, the ladyhessential
security clearancesr the only one authorized and enabled to make payments to suppliers.

But a succession plas not simply a piece of papdtach designated successor needs to have sufficient
training and access to the resources requireditothe job: the keg, the combination to the safe and
possession of a company credit card. To maintain a sufficient level of IT skills during a pandemic, many
people may have to be crossained. Now is the time for that training.
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Maintenance and Supply

Just as no human being should be a single point of failure for the IT department, there should be extra
consideration given to the supply, repamdareplacement of IT equipmeriuring a pandemic, there

may be delays in suppldistribution or deliveryA relatively small float of spare equipment, especially

of key components, will go far tansure the continued operation of your systems.

If the organization plans to let its employees telework during a pandemic, it may need a different mix of
equipmentand supplies from normal operations. Individuals should check the usability of their personal
telework equipment. Whenever possible, buy IT equipment and supplies you were going to get anyway
G just stock the items a few months in advance.

In addition, yu might want some support items needed in a pandemic: trashbags, cleaning equipment,
rubber gloves and sanitary wipes. These items are inexpensive, and most can be used for other purpose
if not needed for an emergency. Note that when the World Healtre®@ation announced the

emergence of Swine Flu, some health items, like face masks and sanitary wipes, disappeared from the
shelves of the large retailers for almost a week. It may also be useful to make extra keys, credit cards
and access badges for an ergency and store these in a secure place.

There are some sites, such as central computenTs, network operations centeend data storage

facilities which must remain operational ever2ify t & | G | 2 dVorkersimighit koyhdth SO
the worksie scattered over shifts in a 2#bur period, or do support work frondecentralized locations.
Commonlyused equipment or surfaces would be decontaminated with wipes and cleaning materials.

How do such workers, and their teleworking customers obtain needgglies and maintain their

equipment and services av an extended period of timel2ogistics support must include pre

determined quantities of spare computers, cell phones, Internet access cards, external access to intranet
files, etc., to support remotavorkers. Transportation may be a separate problem.

The Supply Chain

That brings us into consideration of all the people outside the organization who support it with their
supplies and services. Long before a pandemic, the CIO needs to determine theesbusd
dependability of current suppliers and service providers, including Internet service providers, wireless
and othe telecommunications services.

Should there be some guaranteed service level agreement? What assurance do we have that our
organiation will have priority service when every customell Wwave urgent requirements3hould we
contract with secondary suppliers?

Remember also that employees working from home also have ISPs and service pr&¥idald.you
worry about thesen a pandenic, there may be many, many employees simultaneously working from
home ¢ a workload that our telecommunications systems were not designed to support.
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Communicate

Finally, this is the time to brief all employees on how the organization plans to mepatitemic

challenge, and how it will support its employees and their families. At this stage, we are concerned only
with the succssion plans of the organizati@md the general concept of operation during a pandemic.
There will be time later, if requiredip train on medical precautions and details of policies. Now we are
concerned with mobilizingthe NB I y A T I G A 2 y Q &nd KhdaWihg/ftheiNd®rifidenetldDé &
support for the tasks that may lie ahead.
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theUS.! N¥eéQa / AGAf ALY aSNAG2NR2dIH00 miiciByhad@natnSiRlF T NJ
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HACKER HALTED HOSTS | MPRESSIVE SPEAKER LINE -UP

Former Directorof the USCERT todynote at Hacker Halted USA 2009

Hacker Halted USA 2008 leading information security conference hosted byd®@ncil, announced
July 15hat Amit Yoran will béhe keynote peaker for the caferenceSept. 20 to 25 in Miami, &l

Since 2006Yoran has served as theairman and CEO of Netwitness. He was formerlydttector of

the USCERT and National Cyber Security Division of the Department of Homeland Security, and has
served as CEO andwsbr to IrQ-Tel, the venture capital arm of the CIA. He is currently a member of
the Commission on Cybersecurity fresident Barack Obama

Amit Yoran joins an impressipeesenters) fugicgndprisingworld-renowned security experts who will
discusdhe latest information security trends, present some of the best practiceluncover the latest
vulnerabilities and exploits. Some of the presenters include:

Howard Schmidt Ira Winkler
David Litchfield Ari Takanen
Herbert H. Thompson Jeff Bardin
Michael Malin Greg Hoglund
Ron Gula G. Mark Hardy
Mark Harris Trey Ford
Edward Haletky Gunter Ollman
James Aquilina Erik Laykin
Chet Ratcliffe Jayson E Street
Daniel V Hoffman Ariel Silverstone

G 2 A U Kan @mgz€sKive list of speakers making up a world class agenda, and being held at an exciting
venue in Miami, Hacker Halted USA 2009 is poised to be the perfect platform for information security
professionals globally to enhance knowledge and exchangesy&swvell as netwonkith peers within

the community¢ said Jay Bavisi, dounder and president of ECouncil.

About Hacker Halted USA 2009

Hacker Halted USA 20@9a complete and comprehensive information secwranference hosted by
ECCouncil, a global leading certification body. The event wiBéet. 20 to 25 at the Hilton Miami
Downtown.Most registered participants of the conference will be entitled to attend one of three
specially customized security trag workshogworth $599, at no additional coSep. 25. Refer to
event website for more details.

In addition, E€ouncilis offering a heavily subsidized rate for gdivernment and military personnahd
a discount for alCyberPrsubscribersVisit he registrationwebsiteto find out more about this offer.
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Secuity Technologis, Sophos, Codenomicon, Cengage ayiglgress, among others.

Since 2004, the global series of Hacker Halted has been successfully organized in many cities including
Myrtle Beach, Dubai, Singapore, Kuala Lumpur, Taipei and Tokyo. Otheslatgedsto host the event in

2009 are Seoul, Hyderabad and Kuala Lumpur. The objective of the Hacker Halted conference series is t
raise international awareness towards increased education and ethics in Information Security

For more information, contadteonard Chin, conference director,labnard@eccouncil.orgr visit
www.hackerhalted.com

Miami | Florida
H@cker | Halted 5’&,‘3 Academy

Conference

U\I]U\]]Gﬂ
RN

Get certified and obtain new technical skills.
Understand the state of information security.
Stay updated on latest threats and countermeasures.
Network with infosec professionals from around the world.
Be part of the world's largest reunion of Certified Ethical Hackers.

Bonus !

Register for the Conference, and attend one of three special one-day full fledged training workshops (Sep 25) led by EC-Council Master Instructors.

Identifying Threats & Deploying Countermeasures | Incident Response: Principles of Incident Handling | Virtualization: Threats Exposed.

Hackers Are Ready.

Register Now !

h ac k er h alted

*Terms & Conditions Apply

110 Royal Aberdeen, Smithfield, VA 23430, ph. (757) 8713578
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EDUCATION & TRAINING

Risk Management Security Certification and Aceditation
Do you have the knowledge and skills needed to certify and accredit your IT systems and infrastructure?

l“"‘ Security certification and accreditation support a,ri§k management ,

{[___-— LIN2OSaa FyR | Nb5 Iy sAnfoim&tigmsectrityLJ: NI 2 I
— program. Although security certification and accreditation are closely

Global Knowled oe., related, they are distinct activities.

Security certificatiolis a detailed securitgeview of information systems.
The review includes a comprehensive assessment of the management,iopatatnd technical
security contols in an information systent.his ensures security controls are implementedectly,
operating as intendedndproducing the desired outcomdhe results are used by an authorizing official
to render a security accredition decision.

Security accreditatiois the official management decision by a senior agency official to authorize
operation of an information system and accept the risk to agency operations and assets based on the
implementation of agreediponsecurty controls.It provides a form of quality control and challenges
managers and technical staff to implement the most effective security controls possible for their
information systems.

W20 NRBfSa (GeLIAOLFffe Aygd2f O6drccledtatibnprodessSrgsOe Qa a S @dzN.
A Chief Information Officer

Authorizing Official

Authorizing Official Designated Representative

Senior Agency Information Security Officer

Information System Owner

Information Owner

Information System Security Officer

Certificaion Agent

User Representatives

> D> > > B

Certification and Accreditation Training
Let us help you get prepared to certify and accredit your IT systems and infrastructure. We offer several
courses that will educate you on the Certification and Accreditation psard methodologies.

INFOSEC Certification and Accreditation Bgstmurse Code 9950

DIACAP Certification and Accreditation Proces€ourse Code 9752

For more information or to register for a coursall1-877-333-8326.

110 Royal Aberdeen, Smithfield, VA 23430, ph. (757) 8713578
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CYBERSPACE T BIG PICTUR E

Information Age Changes World Diplomacy
t9ht[9Qf{ HE!' L[, hb[Lb
07/13/2009
¢ KAa
GNBSFSNE (2
international organizations, multinational
corporations) or individuals engaging in
commurication and interaction through the
Internet to protect and promote their own
interestgp the article discusses how cyber
diplomacy is making communication more
effective and convenient, but that it is
vulnerable because of viruses and hackers.
http://english.people.com.cn/90001/90780/913
43/6699007.html

Attack the Cyberwalls! : The Internet is the

Pathway to Democracy in Places like Iran
BY: SEN. ARLEN SR THE HUFFINGT@$P
07/07/2009

This article discusses how nations with dictators
or oppressive governments are increasingly
trying to limit the power of the Internet to keep
their citizens from having access to all kinds of
information and communication. The article
says that Merica needs to help keep the
Internet democratic by keeping U.S. companies
from providing products and services that
restrict information. Also, the U.S. government

active tool of foreign poligd/and Congress
should provide funding to companies that help
breach repressive Internet firewalls.

I NI AOf SR A@fé%t@@é@éé mﬁm@HNd[inqtonpo§t.com/senarlert
AYGSNY L GA 2y §pecteaitabkthécyse@lslzy G NA S & =

the b _227114.html

3 Reasons Why U.S. Cybersecurity Sucks
BY: MICHAEL TANJIRED BLOG NETWORK
07/14/2009

This article discusses how misinformation and
fear is causing delays in cybersecurity progress,
and identifies three of the biggest problems
with cybersecurity progress. Authdvlichael
Tanjiwrites that there is no attribution
methodology, so everyone is basically guessing
at who is launching cyber attacks, which leads
to a lot of false accusi@ans and misinformation.
Heals&a I € a (KI & OcaoySNKE SO
brainpower; it lacks the vision, the juice and the
AyiSaagayl
are a lot of people that are working on
cybersecurity, but very few that are leading.
Also, the complexity of cyberspace poses a
challenge ér developing a comprehensive
cybersecurity plan.
http://www.wired.com/dangerroom/2009/07/t
hree-reasonswhy-us-cybersecuritysucks/

dK2dzf R GLINRY23GS LyGSNySi I 00Saa Ayid2 | Y2NB
®d Alion is a progressive employee-owned research, management and technology
ALION company with worldwide government and commercial capabilities supporting

SCIENCE AND TECHNOLOGY

complex programs including network and information security, M&S, experimenta-
tion, testing and Risk /Vulnerability tools.
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CYBERSPACE T U.S. GOVERNMENT
D22Q0 hFTFTAOALEY 2 SQNXDB agenfyMFecties to éngur@ dad their

Cybersecurity This Time

BY: GRANT GROSS WERK WORLD

07/01/2009

Following a 6@lay federal cybersecurity review,
PresidentBarackObama announced that he
would appoint a federal cybersecurity
coordinator,develop a system for measuring
cybersecurity improvements, launch a public
cyber education campaign and develop a
response plan to cyber incidents. Experts say
G KF G hol Yahd@agtearkgaaléXor
cybersecurity show that the administration is
seriows about cybersecurity. Still, some experts
like Gary McGraw, CTO at software security and
consulting firm Cigital, say that past
administrations have all had promising
cybersecurity reports, but that Obama will have
to actualize the recommendations in hiaview

to make progress in cybersecurity.
http://www.networkworld.com/news/2009/07
0109govtofficiakwere-serious
about.html?hpgl=bn

GAO Urges Improveents to FISMA
BY: BEN BAIN, FEDER®MPUTER WEEK
07/01/2009

The Government Accountability Office has
many recommendations for strengthemn
Federal Information Security &ahagement Act
LIN2 INF Y& Ay Of dzRAyY 3
information security obligatins, requiring

GOt | pilkagydntng 3

information security programs are effective and
bolstering oversight from the Office of
Management and Budgété h G K S NJ
recommendations includexpanding

information contained in OMB annual reports
on agency compliance and improving OMB
oversight of agency security programs in an
effort to increase accountability.
http://fcw.com/Articles/2009/07/01/GAQ
givesadviceon-FISMAImprovements.aspx

hol YI Qa /e@o6SNJtfly wlk Alla
BY: ANDY GREENBERIRBES
07/07/2009

Some security experts, including Pam Dixon,
executive director of the World Privacy Forum,
say that the Obama administration has
classified to much of their government
cybersecurity plans, which has prevented a
G322 R Llzo f GASOmMeRlans Datdiaser 2 v
leaked out include the involvement of the
National Security Agency in monitoring traffic
flowing to government networks, which has
some privacydvocates worried. In a speech in
May, PresidenBarackObama said that the
cybersecurity initiative would not compromise
online privacy.

http://www .forbes.com/2009/07/07/privacy
cybersecurityobamatechnologysecurity
38y OAS40

Raytheon

Aspiring to be the most admired defense and aerospace systems
supplier through world  -class people and technology Raytheon is
a technology leader specializing i n defense, homeland security,
and other government markets throughout the world. With a

history of innovation spanning more than 80 years, Raytheon
provides state -of-the -art electronics, mission systems
integration, and other capabilities in the areas of s ensing;
effects; command, control, communications and intelligence
systems, as well as a broad range of mission support services.

Raytheon
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U.S. CYBER LEADERSHIP DEBATE

Cybersecurity Boondoggle? Obama Must Move on Cybersecurity
NETWORK WORLD Coordinator

06/30/2009 BY: BILL BRENNERVEOTERWORLD

This blog post addresses some challenges for 07/08/2009

the U.S. federal government in achieving Author Bill Brenner says that Presid&#rack
oversight over cyberspace. The article discusses Obama needs to name his new federal

how the new U.S. Cyber Command will be cybersecurity coordinator as so@s possible to
owned bythe Department of Defensandthe send a message to hackers that the U.S.
National Security Agencgnd questions how government is serious about cybersecurity.

the new command will work witthe Brenner discusses some of the recent
Depatment of Homeland Securitgnd the cyberspace incidents including ongoing attacks
White House cybersecurity coordinator if it is on vulnerable Microsoft programs and the
meant for military cyber operations &n The increase in machines that are @dted with the
article questions DHfeinding of the Einstein Koobface worm or Conficker malware. Most
softwareprogram when there is already recently, a botnet has been launching

available commercial software that could distributed denial of service attacks against U.S.
correlate network security activity across the and SouthKorean government and industry
federal agencies. The blogger emphasizes the websites, and their target list includes some
importance of federal cyber oversight, before high-profile sites fronthe banking sector.

OB O0SNRSOdINRGE 0S502YSa I MBS dbInpluterivatiKcbrltaitiele/9135
boondoggleb € 284/Obama_Must _Move on_Cybersecurity Co
http://www.networkworld.com/community/no ordinator

de/43138
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